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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution proposes the service request procedure for non-3GPP access.
Discussion 
[bookmark: _GoBack]In the existing TS 23.502, the service request procedures in 3GPP access and non-3GPP access are merged into one procedure in Clause 4.2.3.2. However it is obvious that the messages are different between the two procedures, for example the messages between UE and N3IWF in the non-3GPP access service procedure are not applicable to the 3GPP access service request procedure. So, this contribution propose to describe an independent non-3GPP access procedure. 
Proposal
[bookmark: _Toc473547355][bookmark: _Toc475575502]* * * Begin of Changes * * * 
[bookmark: _Toc498414108][bookmark: _Toc493855917]4.12.4.1	Service Request procedures via Untrusted non-3GPP Access
The Service Request procedure via Untrusted non-3GPP Access shall be used by a UE in CM-IDLE state over non-3GPP access to request the re-establishment of NG-AP signalling and the re-establishment of the N3 user plane for all the PDU Sessions which are associated to non-3GPP access.
The Service Request procedure via Untrusted non-3GPP Access is as described in clause 4.2.3.2 (UE Triggered Service Request in CM-IDLE state) with the following exceptions:
The exceptions between the service request procedure via Untrusted non-3GPP Access and the service request procedure via 3GPP Access are:
-	The Service Request procedure is never a response to a Paging, i.e. there is no Network Triggered Service Request procedure via Untrusted non-3GPP Access; and
-	When the UE uses Service Request, it re-activates the UP connection of all the PDU Sessions that were previously established on non-3GPP access.
-	EAP-5G procedure between UE and N3IWF is used to transmit the NAS message for the service request procedure via Untrusted non-3GPP Access.
The Service Request procedure via Untrusted non-3GPP Access is as described in Figure 4.12.4-1.



Figure 4.12.4-1: Service request procedure via untrusted non-3gpp access
1. The UE connects to an untrusted non-3GPP access.
2. The UE proceeds with the establishment of an IPsec SA with the N3IWF by initiating the IKEv2 signalling procedure according to RFC 7296 [3]. After step 2 all subsequent IKEv2 messages are encrypted and integrity protected by using the established IKE SA.
3. [bookmark: _Hlk498356442]The UE shall send IKE_AUTH request as defined in RFC 7296[3] and RFC 5998 [4]. The N3IWF shall send an EAP 5G-Start message to inform the UE that it should initiate an EAP-5G procedure. The UE shall respond with an EAP 5G-NAS message which contains the Access Network parameters (AN-Params) defined in clause 4.2.3.2 and a NAS Service Request message (List of PDU Sessions to Be Activated, security parameters, PDU Session status). The AN-Params include Establishment cause and the 5G-GUTI. The Establishment cause provides the reason for requesting the establishment of an NWu connection. The List of PDU Sessions to Be Activated include all the PDU Sessions that were established on non-3GPP access. 
NOTE 1: 	The N3IWF does not send an EAP-Identity request because the UE includes its identity in the first IKE_AUTH. This is in line with RFC7296, clause 3.16.
4. Step 6a-12 of Registration via untrusted non-3GPP access in clause 4.12.2 are performed.
In step 6b, the N3IWF forward the NAS Service Request message received from the UE to the selected AMF. 
5. Step 4-11 of UE triggered Service Request procedure in clause 4.2.3.2 are performed.
In step 4 of clause 4.2.3.2, if the UE only registered over non-3GPP access, and the AMF had notified an SMF of the UE being unreachable and that SMF needs not send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable by using Namf_EventExposure_Notify service operation. 
In step 12 of clause 4.2.3.2, the Handover Restriction List is not included in the N2 Request message. 
6. If the N2 SM information received from SMF, the N3IWF shall determine the number of IPsec child SAs to establish and the QoS profiles associated with each IPsec child SA. Child SA establishment are executed between the UE and the N3IWF.
7. After all IPsec child SAs are established, the N3IWF shall forward the Service Accept message received in step 5 to UE via the "signalling IPsec SA" established in step 4.
8. [Conditional] The steps 13-20b as specified in clause 4.2.3.2 are executed.
* * * End of Changes * * *
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